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Wednesday, 13.11.2013

12:15 to 13:00 Possibilities and challenges 
 of big data

 Moshe RAPPOPORT,
 Executive Technology Briefer,  
 Zurich Research Laboratory,
 IBM 

13:00 to 14:00 LUNCH BREAK

14:00 to 14:30 Situative prevention 
 of cybercrime: 
 a promising suppression 
 approach

 Prof. Dr. Pieter HARTEL, 
 University of Twente, 
 associate editor of the Crime
 Science Journal

14:30 to 15:15 Cybersecurity and cyber-
 defence – current initiatives
 and strategic approaches  

 Andreas KÖNEN, 
 Vice-President of the 
 Federal Offi ce for 
 Information Security 

 Peter HENZLER, 
 Vice-President at the 
 Bundeskriminalamt

15:15 to 15:45 BREAK

Wednesday, 13.11.2013

15:45 PANEL DISCUSSION 
 „Freedom on the Internet and
 cybersecurity – an irrecon-
 cilable contradiction?“ 

 Moderation: 
 Jörg SCHÖNENBORN, 
 Editor-in-chief, WDR television 

 Panel discussants:

 Prof. Dr. Jürgen STOCK,
 Vice-President at the
 Bundeskriminalamt 

 Markus BECKEDAHL,
 German Internet activist, 
 Berlin, founder of the blog 
 netzpolitik.org 

 Dr. Marianne JANIK, 
 Microsoft Deutschland GmbH

 Dr. Thilo WEICHERT,
 Data protection commissioner 
 for the Land Schleswig-Holstein

Followed by FAREWELL/CLOSING REMARKS

 Jörg ZIERCKE, 
 President of the 
 Bundeskriminalamt

Overall moderation: 
Prof. em. Dr. Hans-Jürgen KERNER, Senior Professor at 
Tübingen university, professor emeritus of Criminology, 
Juvenile Law, Corrections and Procedural Law, former 
Director of the Institute of Criminology at the Eberhard-
Karls University in Tübingen



Tuesday, 12.11.2013

15:45 to 16:30 Cyberterrorism, 
 cyberespionage and 
 cyberwar – 
 a current threat assessment
 from the perspective 
 of science 

 Dr. Sandro GAYCKEN, 
 researcher in technology 
 and security at the Freie 
 Universität Berlin

16:30 to 17:15 Digital threats

 Alexander GESCHONNECK,
 Partner and Head of Forensic
 Technology at KPMG AG 

17:15 to 18:00 Legal challenges in the fi ght
 against cybercrime 

 Dr. Wolfgang BÄR, 
 Ministerialrat, Bavarian State  
 Ministry of Justice and 
 Consumer Protection

Followed by a  RECEPTION

Tuesday, 12.11.2013

13:00 to 13:30 WELCOMING REMARKS 
 AND INTRODUCTION 
 TO THE SUBJECT OF THE
 CONFERENCE

 Jörg ZIERCKE, 
 President of the 
 Bundeskriminalamt

13:30 to 14:15 OPENING SPEECH  
 „Cybercrime – 
 global challenges of 
 worldwide networks“

 Klaus-Dieter FRITSCHE,
 State Secretary at the Federal 
 Ministry of the Interior
 

14:15 to 14:30 BREAK 

14:30 to 15:15  KEYNOTE SPEECH  
 „Freedom and limits of the   
 digital society“

 Prof. Dr. Dr. Udo DI FABIO,
 Professor of Public Law 
 at the University of Bonn

15:15 to 15:45 BREAK

 

Wednesday, 13.11.2013

09:00 to 10:00 Criminalistics 2.0 – 
 effective prosecution in the
 age of the Internet from the
 perspective of the BKA  

 Jörg ZIERCKE, 
 President of the 
 Bundeskriminalamt 

10:00 to 10:30 Cybersecurity – 
 strategic-political aspects
 of this global challenge  

 Michael DANIEL, 
 Special Assistant to the 
 President of the United States 
 of America and Cybersecurity 
 Coordinator, White House

10:30 to 11:00 Presentation on security risks 

 Carsten SCHULZ, 
 Markus BLASL,
 BSI (Federal Offi ce for 
 Information Security) 

11:00 to 11:30 BREAK

11:30 to 12:15 Digital threats and 
 counter-measures from the   
 perspective of industry 

 Dr. Thomas KREMER, 
 Member of the Board of 
 Management Deutsche 
 Telekom AG for Data Privacy,   
 Legal Affairs and Compliance


